Abstract: Each enterprise can be taken as a system of social, economic and other relationships which are connected together and have a serious impact on each other’s. An enterprise should have own capacity (resources, knowledge) to flexible reaction on incidents (disruptions, changes) with the impact on its strategy due to the conditions in which the company operates. The realization of business activities in dynamic conditions is not easy. The dynamics of changes is constantly growing: the business surroundings, market conditions, competition of activities, customer demands on the quality of services provided, and many other factors change so quickly that resilience of the company becomes important strategic ability. The paper deals with the concept of resilience, which is the framework for reaction on identified opportunities, threads and risks. In the paper, there are presented different definitions, aspects and approaches of organizational resilience and possibilities of its quantification. It is described also the application of the approach – quantification of organizational resilience. For achieving of main aim of the paper the qualitative (expert estimation) and quantitative methods (multi-criteria analysis) were used. The output of a qualitative assessment of the company's resilience is the design of measures to increase the company's resilience. The output of quantitative assessment of company’s resilience is the determination of those areas in which an enterprise needs to increase its resilience.
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1. INTRODUCTION

Complexity and the uncertainty of the environment in which today’s organizations operate determine the search for new approaches to management. Business environment is characterized by growing dynamics, diversity and permanent changes. [1], [2], [3], [4] A system approach to organization (as a socio-economic system) is based on the anticipations of relations to internal and external environments. Nowadays internal and external environments are affected by many factors that cause the behavior of enterprises. An organization with its activities, changes internally, specifically influences external environments and it must have own capacity (resources, knowledge) for a flexible reaction on incidents (disruptions, changes) with the impact on its strategy. A reaction to threats and opportunities is therefore the part of the organizational resilient concept.
Resilience depends on a sector within an organization is active, on formulated strategy conditional external (economic, political, legislative) conditions as well as risk management strategy. Formulating organizational resilience is not a one-time activity, but a continuous and permanent managerial process.

Every organization is in equilibrium under normal conditions [5], [6] unless there is a disruption by an incident. Incident according to [7] is: “situation that might be, or could lead to, a business disruption, loss, emergency or crisis. Disruption is any expected or unexpected event, whose consequences can disrupt regular products provisions. Efficiency is defined by synergy of measures allocated to different phases. The solution is not the application of restricted measures but substantial is the system approach to security expressed with the term resilience”.

In relation with the explained there is possible to formulate some problems that create the content of this paper. Main aim of the paper is focused on evaluation of possibilities, ways and benefits of using the concept of resilience in crisis management of a company and to propose selected issues of its application. In the paper have been used scientific methods and approaches: analysis/synthesis, induction/deduction, quantification and discussion.

2. LITERATURE REVIEW

The fundamental idea of resilience is derived from Ch. Darwin who declares: „Not the strongest or the most intelligent will survive but a one who is the most adaptive“. The framework of resilience provides unique and relatively new approach to security.

We can find several definitions of resilience in literature. In [8] is the resilience defined as: „...ability of an organization (system) to hold or to achieve again dynamic stable state, that allow to continue in activity after an incident and/or permanent presence of stress“. The other resilience definition according [9] declares: “...ability of an organization to plan and adapt to changes or disruptions via anticipation, protection, reactive capacity and ability of recovery.” The author in [10] declares that resilient organization is: “capable to achieve entrepreneurial objectives and achieve opportunities, even in adverse circumstances“. According to [11] terminology is resilience ability of a system, community or society exposed to hazards to resist, absorb, accommodate to and recover from the effects of a hazard in a timely and efficient manner, including through the preservation and restoration of its essential basic structures and functions. Resilience means the ability to “resile from” or “spring back from” a shock. The resilience of a community in respect to potential hazard events is determined by the degree to which the community has the necessary resources and is capable of organizing itself both prior to and during times of need. Individual resilience is demonstrated by individuals who adapt to extraordinary circumstances achieving positive and unexpected outcomes in the face of adversity [12]. Individual resilience could be understood as personal resistance on physical, emotional and stress factors which are directly connected to incident or disasters. Resilient individuals, however, are able to work through the emotions and effects of stress and painful events and rebuild their lives. The resilience can be seen from the aspect of society and therefore societal resilience is the timely capacity of individuals and groups–family, community, country, and enterprise–to be more generative during times of stability and to adapt, reorganize, and grow in response to any disruption [13]. The official version of American standard [14] declares: Resilience is organizational adaptive capacity in complex and ever changing environment. It is an ability to resist to adverse events or after such event to return to acceptable level of performance in a reasonable time. Resilience is also defined as the ability of a system
to hold its structure and functions in changing internal and external conditions or if necessary terminate its activity.

Organizational resilience is defined as the ability of an organization to absorb disturbance and perform changes in functioning in the way to be able to hold equal structures and functions as before violation [15]. Organizational resilience can be described e.g. as its ability to: effectively absorb impacts of incident, which potentially threatens its survival, develop specific reaction to an incident and exploit a new opportunity. Other authors are also dealing with organizational resilience generally or specifically – see [16], [17], [18].

The opposite of resilience is the fragility of an organization. The fragile organization is a system that is unable to adapt to unexpected changes and therefore system collapses due to impact of negative, destructive internal and external measures. [19]. Unexpected changes are conditions, events that lead to discontinuity of system behavior. There are a large number of resilience definitions. The spectrum is wide from psychology to crisis management.

From the definitions (see above) we can summarize:
- the resilience concept is a complex approach to security,
- the concept has the ambition to quantify the achieved level of resilience (of an analyzed system),
- as an complex approach integrates all three phases (before, during and after incident) into unique, complex approach to security,
- its more theoretical rather than practical approach; it does not exclude any activities, measures constrained to only one phase; the system approach to security is applied via the presented concept of resilience,
- organizational resilience consists of different relevant aspects; relevancy is based on sectors, objectives.

Concept of resilience is surely a desirable approach. A lot of organizations are aware that sooner or later they will face unexpected events that can put them seriously into risk or failure. Nowadays just a few organizations have implemented the resilience concept into their strategy. Building resilience into the organization is therefore strategically suitable, but potentially it also could be high costly. For example, companies can protect themselves against supply chain disruptions by spreading their purchasing of inputs across multiple suppliers, but this usually entails higher costs. If we imagine organization as a system of components and their bounds, we can also abstract organizational resilience as part of components which is suitable to adopt in organizations. Also the authors or publications [19], [20], [21], [22], [23], [24], [25], [26] and [27] provide their approach to the resilience concept.

3. METHODOLOGICAL APPROACH

If the resilience concept is applied in different sectors, it does not mean that organization are resilient at equal level. There is a need to measure resilience. Based on stated facts and related to paper of [28] we present a possible ways for organizational resilience quantification (Figure 1).
The presented approach is based on the key assumption – to quantify resilience of an organization dealing with emergencies. The quantification is based on the incident phases and then via multiplication is calculated the final level of an organizational resilience. The value of resilience creates a complex indicator, whose level is determined by quantitative and qualitative features.

The concept of resilience is linked with a possibility (ambition) of its quantification. There are different systems, approaches of evaluation and quantification (see also ([29])). One of the approaches (declares that resilience consists of [30]:

- identification of a current situation (SA),
- management of key agents of vulnerability (KV),
- adaptive capacity (AC).

The value (weight) of specific agents reflects evaluation of current situation. The value of resilience is quantified:

$$VR = \sum SA_i * KV_i * AC_i$$

Where

VR is the value of organizational resilience.

4. RESULTS

In this part of paper we have presented the application of organizational resilience that is focused on an enterprise that description was provided by [9]. An enterprise is a shareholding company that was established in 2008 due to split of the enterprise with 40 years history. Its seat is in Žilina and has organizational branches in 5 towns within Slovakia. The activities cover provision of technical engineering services, business and consulting services. The scope of entrepreneurial activities is the spectrum of geodetic services for state, private organizations as well as private bodies. The enterprise has decreased number of employees. The market pressure...
and the current state of building sector and its entrepreneurial culture have caused financial (problems with liquidity) and operational problems in a company.

For resilience quantification in enterprise, the simplified additive model of multi-criteria analysis was used to identify three characteristics/factors of resilience:
- adaptive abilities (AB) – eight indicators describing the organization, (see Table1),
- plans and strategies (PS) – five indicators, and
- level of risks – four indicators.

<table>
<thead>
<tr>
<th>Adaptive abilities</th>
<th>Plans and strategies</th>
<th>Risk rate</th>
</tr>
</thead>
<tbody>
<tr>
<td><strong>AB1 Internal and External Environment:</strong></td>
<td>PS1 Planning and Strategies: level of</td>
<td>RR1 Risk rate of the company's technical and</td>
</tr>
<tr>
<td></td>
<td>resilience strategy and planning</td>
<td>manufacturing processes: level of overall risk</td>
</tr>
<tr>
<td><strong>AB2 Engagement of employees:</strong></td>
<td>PS2 Practical Training: level of employee</td>
<td>in the company's production processes, used</td>
</tr>
<tr>
<td></td>
<td>preparedness for emergency situations.</td>
<td>technologies and plant facilities.</td>
</tr>
<tr>
<td><strong>AB3 Communication among departments within the</strong></td>
<td>PS3 External resources: level of external</td>
<td>RR2 Risk rate of enterprise information</td>
</tr>
<tr>
<td></td>
<td>resources to handle crisis situations, their</td>
<td>processes: level of overall risk associated</td>
</tr>
<tr>
<td></td>
<td>time and space availability</td>
<td>with enterprise information systems -</td>
</tr>
<tr>
<td><strong>AB4 Interior resources:</strong></td>
<td>PS4 Accuracy: level of perception of weak</td>
<td>hardware, software, networks, data.</td>
</tr>
<tr>
<td></td>
<td>signals in the enterprise before escalation of</td>
<td>RR3 Risk rate of economic and financial</td>
</tr>
<tr>
<td></td>
<td>problems, the ability of an effective</td>
<td>processes: level of overall risk associated</td>
</tr>
<tr>
<td></td>
<td>response.</td>
<td>with the enterprise's economic performance,</td>
</tr>
<tr>
<td><strong>AB5 Level of management:</strong></td>
<td>PS5 Continuity: level of readiness to</td>
<td>financial management, internal</td>
</tr>
<tr>
<td></td>
<td>continue and run after crossing the crisis.</td>
<td>corporate governance and internal and external</td>
</tr>
<tr>
<td></td>
<td></td>
<td>financial resources.</td>
</tr>
<tr>
<td><strong>AB6 Information and knowledge:</strong></td>
<td></td>
<td>RR4 Risk level of management, organizational</td>
</tr>
<tr>
<td></td>
<td></td>
<td>and social processes: level of overall risk</td>
</tr>
<tr>
<td></td>
<td></td>
<td>associated with the strategy, management and</td>
</tr>
<tr>
<td><strong>AB7 Innovations and creativity:</strong></td>
<td></td>
<td>human resources of the enterprise.</td>
</tr>
<tr>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td><strong>AB8 Competencies:</strong></td>
<td></td>
<td></td>
</tr>
<tr>
<td></td>
<td></td>
<td></td>
</tr>
</tbody>
</table>

Table1: Factors of resilience, processed according [9]

The procedure was as follows: each indicator was evaluated according to assigned level (expert evaluation). The scale was within 1 – as insufficient, critical resilience to 7 – as complex resilience. For each factor was identified relevant number of indicators. Then was assigned weight for each indicator and scale of this indicator was quantified the impact of each factor. Applying equation (1) – modified according to three factors written above, the value of organizational resilience was:

\[ VR = 0.4 \times 4.28 + 0.3 \times 3.85 + 0.3 \times 3.55 = 3.932 \]
The total organizational resilience is 3.93 what can be interpreted as slightly under averaged resilience. The highest value was achieved adaptive abilities and the lowest level was factor level of risks.

The application of this concept will allow us to forecast the system behavior that is determined e.g. by level of investments, human and financial resources. This approach does allow monitoring trend of organizational resilience of an analyzed organization as well as comparing the achieved results to similar organizations (like benchmarking).

5. CONCLUSION

The concept of resilience can be applied after fulfillment of following conditions:
- to incorporate into the resilient model all relevant activities carried out at all departments at different organizational levels,
- to develop cooperation of private and public sectors,
- takes an applied system for resilience monitoring as a managerial tool,
- to develop theory and its application in practice; apply a model for strategic decisions.

Presented approach (its idea) is a tool that can be implemented in decision making process. The formal structure of composite indicator is determined by its objectives. There are possible (at least) two approaches:
- procedural; when structure of composite indicator is in relation to phases of core activities and its managerial support,
- structural; when composite indicator is based on evaluation of specific aspects.

The evaluation of resilience fulfills the following conditions:
- monitoring a development evaluation (trend),
- comparison of existing system to similar ones (competitors - benchmarking),
- create database for implementation of measures.

Resilient system is reliable and is able to recover with minimum impact after an incident in a relatively short time. From this point of view an application of the resilience concept is interesting and creates new challenges to security research or/and performance and its relations to security.
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